PClI DSS COMPLIANCE VALIDATION

The Payment Card Industry (PCI) Security Standards Council (SSC) is an open global forum founded by a consortium of the major card brands. The PCI
SSC created and maintains the PCI Data Security Standard (DSS) which encourages and enhances cardholder data security and facilitates the broad
adoption of consistent data security measures globally. The PCI DSS Requirements and Security Assessment Procedures set forth 12 PCI DSS
requirements, and denes compliance testing procedures, to form a common security assessment tool. The current version of the PCI DSS can be found

at www.pcisecuritystandards.org.

This document confirms that Schellman & Company, LLC, a certified Qualified Security Assessor (QSA) Company, utilized these procedures to conduct
an onsite assessment for this Service Provider and validated its compliance with the applicable sections of the PCI DSS version 3.2.1.

SERVICE PROVIDER:

SERVICE PROVIDER CATEGORY:

SERVICES COVERED BY ASSESSMENT:

FACILITIES COVERED BY ASSESSMENT:

REPORT ON COMPLIANCE VALIDATION DATE:

Blackbaud, Inc. (Blackbaud Internet Services)

Level 1

Altru, Blackbaud Enterprise CRM (BBCRM), Blackbaud NetCommunity (BBNC), Blackbaud Online
Express (BBOX), eTapestry, Luminate Online, MFT (Linoma Managed File Transfer), RE (The Raiser's
Edge), RE NXT, Team Approach, BB Tuition Management (BTM), BB Financial Aid Management (BFA)

Blackbaud offices (Charleston, SC; Austin, TX), AWS (US-West and/or US-East locations), Microsoft
Azure (Seattle, WA), Cyxtera Technologies data centers (BO3-Waltham, MA; OC2-Irvine, CA), Equinix
data center (Alexandria, Sydney, Australia, NSW), Verizon Canada data center (British Columbia, CAN),
Virtustream data center (Amsterdam, NL), vXchnge data center (Austin, TX)
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